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Assistant Professor at Howard University

8/2015 - 6/2021 PhD in Computer Science and Engineering - University of California, San Diego

Awards: Bouchet Graduate Honor Society, Intel GEM fellowship, Alfred. P Sloan fellowship, UC-HBCU

Initiative

9/2014 - 5/2015 M.S. in Systems and Computer Science - Howard University

9/2010 - 5/2014 B.S. in Systems and Computer Science - Howard University

Awards: GENIUS DHS Research Scholarship, Tau Beta Pi Engineering Honor Society, Upsilon Pi Epsilon

International Honor Society for the Computing and Information Disciplines

Computer Languages:  C++, Python, Java, Matlab, HTML/Javascript, SQL 

Tools: SimAVR, Eclipse, Github, Visual Studio, Xilinx Vivado HLS and Qsys

8/2015 - 6/2021 Graduate Student Researcher - University of California, San Diego

-Developed optimal algorithms to identify the times to apply a side channel mitigation strategy in Matlab

under area, performance and power constraints

-Simulated differential/biased fault analysis attacks with programs written in C++

-Simulated information flow tracking with scripts written in Python

-Gave multiple presentations on fault analysis attacks to security experts and non-experts

8/2014 - 5/2015 Graduate Student Researcher - Howard University

-Identified tools and techniques used to perform and defend against distributed denial of service

attacks(DDoS)

-Developed a model for analyzing DDoS attack scenarios

6/2010 - 8/2010 GEAR UP Researcher-Universidad Santo Tomas

-Analyzed web traffic graphs to identify potential DDoS attacks

-Helped develop model to identify countries at high risk for DDoS attacks

8/2018 - 9/2018 Graduate Student Intern - Intel

-Developed Java class which collects information about events using Test Driven Development(TDD)

-Aggregated event information into records and sent them to an ElasticSearch database
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